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[bookmark: _Toc214464736][bookmark: _Toc214464737][bookmark: _Toc214464738][bookmark: _Toc214464739][bookmark: _Toc214464740][bookmark: _Toc214464741][bookmark: _Toc214464742][bookmark: _Toc214469040]Article 4.34) ‘web browser’ 
means web browser as defined in Article 2(11) of Regulation (EU) 2022/1925 [du 14 décembre 2022] ;
Article 2 Définitions
2.11) « navigateur internet » : une application logicielle qui permet aux utilisateurs finaux d’accéder à des contenus internet hébergés sur des serveurs connectés à des réseaux tels que l’internet, y compris les navigateurs internet autonomes, ainsi que les navigateurs internet intégrés ou inclus dans un logiciel ou équivalent, et d’interagir avec ces contenus
[bookmark: _Toc214464744][bookmark: _Toc214464745][bookmark: _Toc214464746][bookmark: _Toc214464747][bookmark: _Toc214464748][bookmark: _Toc214464749][bookmark: _Toc214464750][bookmark: _Toc214464751][bookmark: _Toc214469041]Article 4.35) ‘media service’ 
means a media service as defined in Article 2(1) of Regulation (EU) 2024/1083 [du 11 avril 21024] ;
Article 2 Définitions
2.1) « service de médias » : un service tel que défini aux articles 56 et 57 TFUE, pour lequel l’objet principal du service proprement dit ou d’une partie dissociable de ce service est la fourniture de programmes ou de publications de presse au grand public, sous la responsabilité éditoriale d’un fournisseur de service de médias, par quelque moyen que ce soit, dans le but d’informer, de divertir ou d’éduquer ;
[bookmark: _Toc214469042]Article 4.36) ‘media service provider’ 
means a media service provider as defined in Article 2(2) of Regulation (EU) 2024/1083 [du 11 avril 21024] ;’
Article 2 Définitions
2.2) « fournisseur de service de médias » : une personne physique ou morale dont l’activité professionnelle consiste à fournir un service de médias, qui assume la responsabilité éditoriale du choix du contenu du service de médias et détermine la manière dont il est organisé
[bookmark: _Toc214469043]Article 4.37) ‘online interface’ 
means an online interface as defined in Article 3(m) of Regulation (EU) 2022/2065.’ [DSA]
3.m) “interface en ligne”: tout logiciel, y compris un site internet ou une section de site internet, et des applications, notamment des applications mobiles
[bookmark: _Toc214469044]Article 4.38) “scientific research” 
means any research which can also support innovation, such as technological development and demonstration. These actions shall contribute to existing scientific knowledge or apply existing knowledge in novel ways, be carried out with the aim of contributing to the growth of society´s general knowledge and wellbeing and adhere to ethical standards in the relevant research area. This does not exclude that the research may also aim to further a commercial interest.’
[bookmark: _Toc214469045]2. Article 5 (1)(b) is replaced
Article 5 Principes relatifs au traitement des données à caractère personnel
5.1 Les données à caractère personnel doivent être:
5.1.b) collectées pour des finalités déterminées, explicites et légitimes, et ne pas être traitées ultérieurement d'une manière incompatible avec ces finalités; le traitement ultérieur à des fins archivistiques dans l'intérêt public, à des fins de recherche scientifique ou historique ou à des fins statistiques n'est pas considéré, conformément à l'article 89.1, comme incompatible avec les finalités initiales (limitation des finalités)
5.1.b) vEN collected for specified, explicit and legitimate purposes and not further processed in a manner that is incompatible with those purposes; further processing for archiving purposes in the public interest, scientific or historical research purposes or statistical purposes shall, in accordance with Article 89(1), not be considered to be incompatible with the initial purposes (‘purpose limitation’)
‘collected for specified, explicit and legitimate purposes and not further processed in a manner that is incompatible with those purposes; further processing for archiving purposes in the public interest, scientific or historical research purposes or statistical purposes shall, in accordance with Article 89(1), be considered to be compatible with the initial purposes, independent of the conditions of Article 6(4) of this Regulation, (‘purpose limitation’);’
[bookmark: _Toc214469046]3. Article 9 [GDPR] is amended
[bookmark: _Toc214464758][bookmark: _Toc214464759][bookmark: _Toc214464760][bookmark: _Toc214464761][bookmark: _Toc214464762][bookmark: _Toc214469047](a) Article 9.2(k) [GDPR]  Article 9.2(l) [GDPR] are added
2. Paragraph 1 shall not apply if one of the following applies: …
Article 9.2(k) [GDPR] processing in the context of the development and operation of an AI system as defined in [Article 3.1 IAAct 13 juin 2024] or an AI model, subject to the conditions referred to in Article 9.5 [GDPR].
Article 9.2(l) [GDPR] processing of biometric data is necessary for the purpose of confirming the identity of a data subject (verification), where the biometric data or the means needed for the verification is under the sole control of the data subject.’
---> [commentaire Ledieu-Avocats : simplifie intelligemment]
[bookmark: _Toc214469048](b) Article 9.5 [GDPR] is added
Article 9.5 [GDPR] ‘5. For processing referred to in Article 9.2 (k) [GDPR], appropriate organisational and technical measures shall be implemented to avoid v [???] the collection and otherwise processing of special categories of personal data. Where, despite the implementation of such measures, the controller identifies special categories of personal data in the datasets used for training, testing or validation or in the AI system or AI model, the controller shall remove such data. If removal of those data requires disproportionate effort, the controller shall in any event effectively protect without undue delay such data from being used to produce outputs, from being disclosed or otherwise made available to third parties.’
---> [commentaire Ledieu-Avocats : intéressant]
[bookmark: _Toc214469049]4. Article 12.5 [GDPR] is replaced 
Article 12 Transparent information, communication and modalities for the exercise of the rights of the data subject
5. Information provided under Articles 13 and 14 and any communication and any actions taken under Articles 15 to 22 and 34 shall be provided free of charge. Where requests from a data subject are manifestly unfounded or excessive, in particular because of their repetitive character, the controller may either:
(a) charge a reasonable fee taking into account the administrative costs of providing the information or communication or taking the action requested; or
(b) refuse to act on the request.
The controller shall bear the burden of demonstrating the manifestly unfounded or excessive character of the request.
Article 12.5 [GDPR] ‘5. Information provided under Article 13 [GDPR] and Article 14 [GDPR] and any communication and any actions taken under Articles 15 to 22 and 34 shall be provided free of charge. Where requests from a data subject are manifestly unfounded or excessive, in particular because of their repetitive character or also, for requests under Article 15 because the data subject abuses the rights conferred by this regulation for purposes other than the protection of their data, the controller may either :
(a) charge a reasonable fee taking into account the administrative costs of providing the information or communication or taking the action requested ; or
(b) refuse to act on the request.
The controller shall bear the burden of demonstrating that the request is manifestly unfounded or that there are reasonable grounds to believe that it is excessive.’
---> [commentaire Ledieu-Avocats : simplifie intelligemment pour lutter contre les usages abusifs (nombreux) du RGPD]
[bookmark: _Toc214469050]5. Article 13.4 [GDPR] is replaced
Article 13 Information to be provided where personal data are collected from the data subject
13.4. Paragraphs 1, 2 and 3 shall not apply where and insofar as the data subject already has the information.
Article 13.4 [GDPR] ‘4. Article 13.1, Article 13.2 and Article 13.3 shall not apply where the personal data have been collected in the context of a clear and circumscribed relationship between data subjects and a controller exercising an activity that is not data-intensive and there are reasonable grounds to assume that the data subject already has the information referred to in Article 13.1(a) and Article 13.1(c), unless 
[01] the controller transmits the data to other recipients or categories of recipients, 
[02] transfers the data to a third country, 
[03] carries out automated decision-making, including profiling, referred to in Article 22(1) [GDPR], or 
[04] the processing is likely to result in a high risk to the rights and freedoms of data subjects within the meaning of Article 35.’
---> [commentaire Ledieu-Avocats : simplifie intelligemment avec exceptions de bon sens] 
[bookmark: _Toc214469051]6. Article 13.5 is added 
‘5. When the processing takes place for scientific research purposes and the provision of information referred to under Article 13.1, Article 13.2 and Article 13.3 proves impossible or would involve a disproportionate effort subject to the conditions and safeguards referred to in Article 89(1) or in so far as the obligation referred to in Article 13.1 is likely to render impossible or seriously impair the achievement of the objectives of that processing, the controller does not need to provide the information referred to under Article 13.1, Article 13.2 and Article 13.3. In such cases the controller shall take appropriate measures to protect the data subject's rights and freedoms and legitimate interests, including making the information publicly available.
[bookmark: _Toc214469052]7. Article 22.1 et 22.2 [GDPR] are replaced
Article 22 Automated individual decision-making, including profiling
22,1. The data subject shall have the right not to be subject to a decision based solely on automated processing, including profiling, which produces legal effects concerning him or her or similarly significantly affects him or her.
22.2. Paragraph 1 shall not apply if the decision :
(a) is necessary for entering into, or performance of, a contract between the data subject and a data controller ;
(b) is authorised by Union or Member State law to which the controller is subject and which also lays down suitable measures to safeguard the data subject's rights and freedoms and legitimate interests ; or
(c) is based on the data subject's explicit consent.
Article 22.1 et 22.2 [GDPR] ‘1. A decision which produces legal effects for a data subject or similarly significantly affects him or her may be based solely on automated processing, including profiling, only where that decision:
(a) is necessary for entering into, or performance of, a contract between the data subject and a data controller regardless of whether the decision could be taken otherwise than by solely automated means;
---> [commentaire Ledieu-Avocats : ????????]
(b) is authorised by Union or Member State law to which the controller is subject and which also lays down suitable measures to safeguard the data subject's rights and freedoms and legitimate interests; or 
---> [commentaire Ledieu-Avocats : OK]
(c) is based on the data subject's explicit consent.’
---> [commentaire Ledieu-Avocats : OK]
[bookmark: _Toc214469053]8. Article 33 [GDPR] is amended
[bookmark: _Toc214469054](a) Article 33.1 [GDPR] is replaced:
Article 33 Notification of a personal data breach to the supervisory authority
33.1. In the case of a personal data breach, the controller shall without undue delay and, where feasible, not later than 72 hours after having become aware of it, notify the personal data breach to the supervisory authority competent in accordance with Article 55, unless the personal data breach is unlikely to result in a risk to the rights and freedoms of natural persons. Where the notification to the supervisory authority is not made within 72 hours, it shall be accompanied by reasons for the delay.
Article 33.1 [GDPR] ‘1. In the case of a personal data breach that is likely to result in a high risk to the rights and freedoms of natural persons, the controller shall without undue delay and, where feasible, not later than 96 hours after having become aware of it, notify the personal data breach via the single-entry point established pursuant to Article 23a [NIS2] to the supervisory authority competent in accordance with Article 55 and Article 56. Where the notification to the supervisory authority is not made within 96 hours, it shall be accompanied by reasons for the delay.’
---> [commentaire Ledieu-Avocats : 96 h au lieu de 72 h… quelle grande victoire… Les déclarations passent de la CNIL à l'ANSSI régime single-entry point NIS2]
[bookmark: _Toc214469055](h) Article 33.1a [GDPR] is added :
Article 33.1a [GDPR] Until the establishment of the single-entry point pursuant to Article 23a [NIS2], controllers shall continue to notify personal data breaches directly to the competent supervisory authority in accordance with Article 55 and Article 56’
[bookmark: _Toc214469056](i) Article 33.6 [GDPR] Article 33.7 [GDPR] are added:
Article 33.6 [GDPR] ‘6. The Board shall prepare and transmit to the Commission a proposal for a common template for notifying a personal data breach to the competent supervisory authority referred to in Article 33.1 [GDPR]. The proposal shall be submitted to the Commission within [months] of the entry into application of this Regulation. The Commission after due consideration reviews it, as necessary, and is empowered to adopt it by way of an implementing act [Règlement d'Exécution] ….
---> [commentaire Ledieu-Avocats : modèle unique de déclaration de violation de données : c'est dire si ça doit être le bazar en Europe…]
Article 33.7 [GDPR] 7. The template referred to in Article 33.6 [GDPR] shall be reviewed every three years and updated where necessary. The Board shall submit its assessment and possible proposals for updates to the Commission in due time. The Commission after due consideration of the proposals reviews them and is empowered to adopt any updates following the procedure in Article 33.6 [GDPR].’
[bookmark: _Toc214469057]9. Articles 35.4 [GDPR] Articles 35.5 [GDPR] Articles 35.6 [GDPR] are replaced
[bookmark: _Toc214469058](a) Articles 35.4 + 35.5 + 35.6 [GDPR] are replaced:
Article 35 Data protection impact assessment
4. The supervisory authority shall establish and make public a list of the kind of processing operations which are subject to the requirement for a data protection impact assessment pursuant to paragraph 1. The supervisory authority shall communicate those lists to the Board referred to in Article 68.
Articles 35.4 [GDPR] 4. The Board shall prepare and transmit to the Commission a proposal for a list of the kind of processing operations which are subject to the requirement for a data protection impact assessment pursuant to paragraph 1.
---> [commentaire Ledieu-Avocats : on arrête de réglementer par CNIL nationale avec passage des pouvoirs au profit de l'EDPB…]
5. The supervisory authority may also establish and make public a list of the kind of processing operations for which no data protection impact assessment is required. The supervisory authority shall communicate those lists to the Board.
Articles 35.5 [GDPR] 5. The Board shall prepare and transmit to the Commission a proposal for a list of the kind of processing operations for which no data protection impact assessment is required.
6. Prior to the adoption of the lists referred to in paragraphs 4 and 5, the competent supervisory authority shall apply the consistency mechanism referred to in Article 63 where such lists involve processing activities which are related to the offering of goods or services to data subjects or to the monitoring of their behaviour in several Member States, or may substantially affect the free movement of personal data within the Union.
Articles 35.6 [GDPR] 6. The Board shall prepare and transmit to the Commission a proposal for a common template and a common methodology for conducting data protection impact assessments.’
[bookmark: _Toc214469059](k) the Articles 35.6a [GDPR]  Articles 35.6b [GDPR]  Articles 35.6c [GDPR] are inserted :
Articles 35.6a [GDPR] ‘The proposals for the lists referred to in Articles 35.4 [GDPR] and Articles 35.5 [GDPR] and for the template and methodology referred to in Articles 35.6 [GDPR] shall be submitted to the Commission within [9 ] months of the entry into application of this Regulation. The Commission after due consideration reviews them, as necessary, and is empowered to adopt them by way of an implementing act ...
Articles 35.6b [GDPR] The lists and the template and methodology referred to in paragraph 6a- shall be reviewed at least every three years and updated where necessary. The Board shall submit its assessment and possible proposals for updates to the Commission in due time. The Commission after due consideration of the proposals reviews them and is empowered to adopt any updates following the procedure in Articles 35.6a [GDPR].
Articles 35.6c [GDPR] Lists of the kind of processing operations which are subject to the requirement for a data protection impact assessment and of the kind of processing operations for which no data protection impact assessment is required established and made public by supervisory authorities remain valid until the Commission adopts the implementing act referred to in Articles 35.6a [GDPR].’
[bookmark: _Toc214469060]10. Article 41a [GDPR] is added
Article 41 Monitoring of approved codes of conduct
[bookmark: _Toc214469061]Article 41a [GDPR]
Article 41a(1) The Commission may adopt implementing acts to specify means and criteria to determine whether data resulting from pseudonymisation no longer constitutes personal data for certain entities.
Article 41a(2) For the purpose of Article 41a1 the Commission shall:
(a) assess the state of the art of available techniques;
(b) develop criteria and or categories for controllers and recipients to assess the risk of re-identification in relation to typical recipients of data.
Article 41a(3) The implementation of the means and criteria outlined in an implementing act may be used as an element to demonstrate that data cannot lead to reidentification of the data subjects.
Article 41a(4) The Commission shall closely involve the EDPB in the preparations of the implementing acts. The EPDB shall issue an opinion on the draft implementing acts within a deadline of 8 weeks as of the receipt of the draft from the Commission.
Article 41a(5) The Implementing Acts shall be adopted ...’
[bookmark: _Toc214469062]11. Article 57.1 [GDPR] is amended
[bookmark: _Toc214469063]Article 57.1 [GDPR] point (k) is deleted
Article 57 Tasks
1. Without prejudice to other tasks set out under this Regulation, each supervisory authority shall on its territory :
(k) establish and maintain a list in relation to the requirement for data protection impact assessment pursuant to Article 35(4) ;
[bookmark: _Toc214469064]12. Article 64.1 [GDPR] modified
[bookmark: _Toc214469065]Article 64.1(a) [GDPR] is deleted.
Article 64 Opinion of the Board
1. The Board shall issue an opinion where a competent supervisory authority intends to adopt any of the measures below. To that end, the competent supervisory authority shall communicate the draft decision to the Board, when it :
(a) aims to adopt a list of the processing operations subject to the requirement for a data protection impact assessment pursuant to Article 35(4);
[bookmark: _Toc214469066]13. Article 70.1 [GDPR] modified
Article 70(1) (h) is deleted
Article 70 Tasks of the Board
70.1.h) issue guidelines, recommendations and best practices in accordance with point (e) of this paragraph as to the circumstances in which a personal data breach is likely to result in a high risk to the rights and freedoms of the natural persons referred to in Article 34(1)
[bookmark: _Toc214469067]14. Article 70.1ha [GDPR] Article 70.1hb [GDPR] Article 70.1hc [GDPR] are inserted
Article 70 Tasks of the Board
70.1. The Board shall ensure the consistent application of this Regulation. To that end, the Board shall, on its own initiative or, where relevant, at the request of the Commission, in particular: …
Article 70.1(ha) [GDPR] prepare and transmit to the Commission a proposal for a list of the kind of processing operations which are subject to the requirement for a data protection impact assessment and for which no data protection impact assessment is required, pursuant to Article 35 [GDPR].
Article 70.1(hb) [GDPR] prepare and transmit to the Commission a proposal for a common template and a common methodology for conducting data protection impact assessments, pursuant to Article 35 [GDPR].
Article 70.1(hc) [GDPR] prepare and transmit to the Commission a proposal for a common template for notifying a personal data breach to the competent supervisory authority as well as for a list of the circumstances in which a personal data breach is likely to result in a high risk to the rights and freedoms of a natural person pursuant to Article 33 [GDPR].’
[bookmark: _Toc214469068]15. Article 88a [GDPR] Article 88b [GDPR] Article 88c [GDPR] are added
[bookmark: _Toc214469069]‘Article 88a [GDPR] Processing of personal data in the context of terminal equipment
---> [commentaire Ledieu-Avocats : modification via RGPD de l'actuelle Directive 2002/58 suite à l'abandon du projet de Règlement e-Privacy]
Article 88a.(1) Storing of personal data, or gaining of access to personal data already stored, in the terminal equipment of a natural person is only allowed when that person has given his or her consent, in accordance with [GDPR].
Article 88a.(2) Article 88a.1 does not preclude storing of personal data, or gaining of access to personal data already stored, in the terminal equipment of a natural person, based on Union or Member State law within the meaning of, and subject to the conditions of Article 6 [GDPR], to safeguard the objectives referred to in Article 23(1) [GDPR].
Article 88a.(3) Storing of personal data, or gaining of access to personal data already stored, in the terminal equipment of a natural person without consent, and subsequent processing, shall be lawful to the extent it is necessary for any of the following:
(a) carrying out the transmission of an electronic communication over an electronic communications network; or
(b) providing a service explicitly requested by the data subject; or
(c) creating aggregated information about the usage of an online service to measure the audience of such a service, where it is carried out by the controller of that online service solely for its own use; or
(d) maintaining or restoring the security of a service provided by the controller and requested by the data subject or the terminal equipment used for the provision of such service.
Article 88a.4 [al.1er] Where storing of personal data, or gaining of access to personal data already stored, in the terminal equipment of a natural person is based on consent, the following shall apply :
(a) the data subject shall be able to refuse requests for consent in an easy and intelligible manner with a single-click button or equivalent means;
(b) if the data subject gives consent, the controller shall not make a new request for consent for the same purpose for the period during which the controller can lawfully rely on the consent of the data subject;
(c) if the data subject declines a request for consent, the controller shall not make a new request for consent for the same purpose for a period of at least six months.
[al.2] This Article 88a.4 also applies to the subsequent processing of personal data based on consent.
Article 88a.5 This Article 88a shall apply from [6 months following the date of entry into force of this Regulation] 
[bookmark: _Toc214464786][bookmark: _Toc214464787][bookmark: _Toc214464788][bookmark: _Toc214464789][bookmark: _Toc214464790][bookmark: _Toc214464791][bookmark: _Toc214469070]Article 88b [GDPR] Automated and machine-readable indications of data subject’s choices with respect to processing of personal data in the terminal equipment of natural persons
Article 88b(1) Controllers shall ensure that their online interfaces allow data subjects to:
(a) give consent through automated and machine-readable means, provided that the conditions for consent laid down in  [GDPR] are fulfilled;
(b) decline a request for consent and exercise the right to object pursuant to Article 21(2) [GDPR] through automated and machine-readable means.
Article 88b(2) Controllers shall respect the choices made by data subjects in accordance with Article 88b(1) [GDPR].
Article 88b(3) Paragraphs 1 and 2 shall not apply to controllers that are media service providers when providing a media service.
Article 88b(4) [al.1er] The Commission shall, in accordance with Article 10(1) of Regulation (EU) 1025/2012, request one or more European standardisation organisations to draft standards for the interpretation of machine-readable indications of data subjects’ choices.
[al.2] Online interfaces of controllers which are in conformity with harmonised standards or parts thereof the references of which have been published in the Official Journal of the European Union shall be presumed to be in conformity with the requirements covered by those standards or parts thereof, set out in Article 88b(1) [GDPR].
Article 88b(5) Paragraphs 1 and 2 shall apply from [24 months following the date of entry into force of this Regulation].
Article 88b(6) Providers of web browsers, which are not SMEs, shall provide the technical means to allow data subjects to give their consent and to refuse a request for consent and exercise the right to object pursuant to Article 21(2) [GDPR] through the automated and machine-readable means referred to in paragraph 1 of this Article, as applied pursuant to paragraphs 2 to 5 of this Article.
(7) Paragraph 6 shall apply from [48 months following the date of entry into force of this Regulation].
[bookmark: _Toc214464793][bookmark: _Toc214464794][bookmark: _Toc214464795][bookmark: _Toc214464796][bookmark: _Toc214464797][bookmark: _Toc214464798][bookmark: _Toc214469071]Article 88c [GDPR] Processing in the context of the development and operation of AI
Where the processing of personal data is necessary for the interests of the controller in the context of the development and operation of an AI system as defined in Article 3.1 [IAAct 13 juin 2024] or an AI model, such processing may be pursued for legitimate interests within the meaning of Article 6.1.f) [GDPR], where appropriate, except where other Union or national laws explicitly require consent, and where such interests are overridden by the interests, or fundamental rights and freedoms of the data subject which require protection of personal data, in particular where the data subject is a child.
Any such processing shall be subject to appropriate organisational, technical measures and safeguards, for the rights and freedoms of the data subject, such as to ensure respect of data minimisation during the stage of selection of sources and the training and testing of AI an system or AI model, to protect against non-disclosure of residually retained data in the AI system or AI model, to ensure enhanced transparency to data subjects and providing data subjects with an unconditional right to object the processing of their personal data.
[bookmark: _Toc214469072]Article 4 Amendments to Regulation (EU) 2018/1725 (EUDPR)
---> non traité
[bookmark: _Toc214464801][bookmark: _Toc214469073]Article 5 Amendments to [e-Privacy] 2002/58 
[bookmark: _Toc214464803][bookmark: _Toc214464804][bookmark: _Toc214469074]1. Article 4 [e-Privacy] is deleted
Article 4 Security
1. The provider of a publicly available electronic communications service must take appropriate technical and organisational measures to safeguard security of its services, if necessary in conjunction with the provider of the public communications network with respect to network security. Having regard to the state of the art and the cost of their implementation, these measures shall ensure a level of security appropriate to the risk presented.
2. In case of a particular risk of a breach of the security of the network, the provider of a publicly available electronic communications service must inform the subscribers concerning such risk and, where the risk lies outside the scope of the measures to be taken by the service provider, of any possible remedies, including an indication of the likely costs involved.
[bookmark: _Toc214469075]2. Article 5.3a [e-Privacy] is added
Article 5 Confidentiality of the communications
5.3. Member States shall ensure that the use of electronic communications networks to store information or to gain access to information stored in the terminal equipment of a subscriber or user is only allowed on condition that the subscriber or user concerned is provided with clear and comprehensive information in accordance with Directive 95/46/EC, inter alia about the purposes of the processing, and is offered the right to refuse such processing by the data controller. This shall not prevent any technical storage or access for the sole purpose of carrying out or facilitating the transmission of a communication over an electronic communications network, or as strictly necessary in order to provide an information society service explicitly requested by the subscriber or user.
[bookmark: _Toc214469076]Article 5.3 al.2 a [e-Privacy] 
‘This paragraph shall not apply if the subscriber or user is a natural person, and the information stored or accessed constitutes or leads to the processing of personal data.
[bookmark: _Toc214464808][bookmark: _Toc214464809][bookmark: _Toc214464810][bookmark: _Toc214469077]Article 6 Amendments to [NIS2] 2022/2555
---> à vérifier
[bookmark: _Toc214469078]1. Article 23a [NIS2] is added
Article 23 [NIS2] Obligations d’information 
[bookmark: _Toc214469079]Article 23a [NIS2] Single-Entry Point for Incident Reporting
Article 23a(1) [NIS2] ENISA shall develop and maintain a single-entry point to support the obligation to report incidents and related events under the Union legal acts where those Union legal acts provide so (‘single-entry point’). Without prejudice to Article 16 [CRA], ENISA may ensure that the single-entry point builds on the single reporting platform established under that Regulation.
Article 23a(2) [NIS2] ENISA shall take appropriate and proportionate technical, operational and organisational measures to manage the risks posed to the security of the single-entry point and the information submitted or disseminated via the single-entry point. ENISA shall take into account the sensitivity of information submitted or disseminated pursuant to the Union legal acts referred to in Article 23a.1 [NIS2] and ensure that competent authorities under these Union legal acts have access to and process the information as required under the Union legal acts.
Article 23a(3) [NIS2] ENISA shall provide and implement the specifications on the technical, operational and organisational measures regarding the establishment, maintenance and secure operation of the single-entry point. ENISA shall consult the Commission, the CSIRTs network and the competent authorities under the Union legal acts referred to in Article 23a.1 [NIS2] when developing the specifications. The specifications shall ensure that:
(a) the necessary capability for interoperability with regard to other relevant reporting obligations referred to in Article 23a.1 [NIS2] is ensured;
(b) technical arrangements for the relevant entities and authorities under the Union legal acts referred to in Article 23a.1 [NIS2] to access, submit, retrieve, transmit or otherwise process information from the single-entry point, are in place and, provide technical protocols and tools that allow the entities and authorities to further process the receive information within their systems;
(c) the specificities of the incident reporting requirements set out under the Union legal acts referred to in Article 23a.1 [NIS2] are duly taken into account;
(d) where available, the single-entry point is interoperable and compatible with European Business Wallets referred to in [Proposal for a Regulation] and that the European Business Wallets can be used at least to identify and authenticate entities using the single-entry point;
(e) entities using the single-entry point can retrieve and supplement information that they have previously submitted via the single-entry point;
(f) a single notification of information submitted by an entity via the single-entry point can be used to fulfil reporting obligations as set out under any of the other Union legal acts which provide for incident reporting to the single-entry point.
Article 23a(4) [NIS2] ENISA shall enable the notification of incidents under each Union legal act referred to in Article 23a.1 [NIS2] only after piloting of the functioning of the single-entry point for each added Union legal act, including testing that takes into account the specificities and requirements for the notifications set out by each respective act, and after consulting the Commission and the relevant competent authorities under the respective Union acts.
Article 23a(5) [NIS2] Within [18] months from the entry into force of this Regulation, ENISA shall pilot the functioning of the single-entry point for each added Union legal act, including testing that takes into account the specificities and requirements for the notifications set out by each respective Union legal act, and after consulting the Commission and the relevant competent authorities under the respective Union legal acts. ENISA shall enable the notification of incidents under each Union legal act referred to in paragraph (1) only after piloting the functioning and after the Commission published a notice pursuant to paragraph 6.
Article 23a(6) [NIS2] The Commission shall, in cooperation with ENISA, assess the proper functioning, reliability, integrity and confidentiality of the single-entry point. When the Commission, after consultation of the CSIRTs network and the competent authorities under the Union legal acts referred to in paragraph 1, finds that the single-entry point ensures the proper functioning, reliability, integrity and confidentiality, it shall publish a notice to that effect in the Official Journal of the European Union.
Article 23a(7) [NIS2] Where the Commission finds in its assessment that the single-entry point does not ensure the proper functioning, reliability, integrity or confidentiality, ENISA shall take, in cooperation with the Commission and without undue delay, all necessary corrective measures to ensure the proper functioning, reliability, integrity or confidentiality without delay and inform the Commission of the results. Thereafter, the Commission shall reassess the proper functioning, reliability, integrity or confidentiality of the single-entry point and shall publish a notice in accordance with paragraph 6.’
[bookmark: _Toc214469080]2. Article 23 [NIS2] is amended
[bookmark: _Toc214469081](a) in paragraph 1, the first sentence is replaced by the following:
‘Each Member State shall ensure that essential and important entities notify, without undue delay, its CSIRT or, where applicable, its competent authority in accordance with paragraph 4 of this Article of any incident that has a significant impact on the provision of their services as referred to in paragraph 3 of this Article (significant incident) via the single-entry point established pursuant to Article 23a [NIS2].’
[bookmark: _Toc214469082](a) the following paragraph 12 is added:
‘When a manufacturer notifies a severe incident pursuant to Article 14(3) #CRA# and the incident reporting under that Article contains relevant information as required under paragraph 4 of this Article, the reporting of the manufacturer under Article 14(3) #CRA# shall constitute reporting of information under paragraph 4 of this Article.’
[bookmark: _Toc214464817][bookmark: _Toc214464818][bookmark: _Toc214464819][bookmark: _Toc214464820][bookmark: _Toc214464821][bookmark: _Toc214464822][bookmark: _Toc214464823][bookmark: _Toc214464824][bookmark: _Toc214464825][bookmark: _Toc214464826][bookmark: _Toc214469083]5. Article 30.1 [NIS2] is replaced
‘(1) Member States shall ensure that, in addition to the notification obligation provided for in Article 23 [NIS2], notifications can be submitted to the CSIRTs or, where applicable, the competent authorities, on a voluntary basis via the single-entry point established pursuant to Article 23a [NIS2], by :
(a) essential and important entities with regard to incidents, cyber threats and near misses
(b) entities other than those referred to in point (a), regardless of whether they fall within the scope of this Directive, with regard to significant incidents, cyber threats and near misses’
[bookmark: _Toc214469084]Article 7 Amendment of [eIDAS] 
---> à vérifier
[bookmark: _Toc214469085]1. In Article 19a [eIDAS], the following paragraph is added :
‘1a. Where notifications referred to in paragraph (1), point (b) are addressed to the supervisory body and, where applicable, to other relevant competent authorities, those notifications shall be made through the single-entry point pursuant to Article 23a [NIS2].’
[bookmark: _Toc214469086]2. In Article 24 [eIDAS] the following paragraph is added :
‘2a. Where notifications referred to in paragraph (2), point (fb) are addressed to the supervisory body and, where applicable, to other relevant competent bodies, those notifications shall be made through the single-entry point pursuant to Article 23a [NIS2].’
[bookmark: _Toc214469087]3. In Article 45a [eIDAS] the following paragraph is added :
‘3a. Where notifications referred to in paragraph (3) are addressed to the Commission and to the competent supervisory body, those notifications shall be made through the single-entry point pursuant to Article 23a [NIS2].’
[bookmark: _Toc214469088]Article 8 Amendment of DORA 2022/2554
---> à vérifier
[bookmark: _Toc214469089]1. In Article 19(1) [DORA] the first subparagraph is replaced by the following :
‘Financial entities shall report major ICT-related incidents to the relevant competent authority as referred to in Article 46 via the single-entry point established pursuant to Article 23a [NIS2] in accordance with paragraph 4 of this Article.’
[bookmark: _Toc214469090]In Article 19(2) [DORA] the first paragraph is replaced by the following :
‘[Financial entities may, on a voluntary basis, notify via the single-entry point established pursuant to Article XX of the Digital Omnibus Regulation significant cyber threats to the relevant competent authority when they deem the threat to be of relevance to the financial system, service users or clients.’
[bookmark: _Toc214464835][bookmark: _Toc214469091][In Article 15(1) [Directive 2022/2557], the first sentence is replaced as follows :
‘[Member States shall ensure that critical entities notify via the single-entry point established pursuant to Article 23a [NIS2] the competent authority, without undue delay, of incidents that significantly disrupt or have the potential to significantly disrupt the provision of essential services.]’
[bookmark: _Toc214469092][In Article 15(2) [of Directive (EU) 2022/2557]], the following sub-paragraph is added :
‘[The Commission may adopt implementing acts further specifying the type and format of information notified pursuant to Article 15(1).]’
[bookmark: _Toc214469093]Article 9 Amendments to Directive "Critical Entities" 2022/2557
[bookmark: _Toc214469094]Article 15 of Directive Critical Entities is amended as follows:
[bookmark: _Toc214469095]in paragraph 1, the first sentence is replaced as follows: 
‘Member States shall ensure that critical entities notify via the single-entry point established pursuant to Article 23a [NIS2] the competent authority, without undue delay, of incidents that significantly disrupt or have the potential to significantly disrupt the provision of essential services.’;
[bookmark: _Toc214469096]in paragraph 2, the following sub-paragraph is added:
‘The Commission may adopt implementing acts further specifying the type and format of information notified pursuant to Article 15(1) [NIS2]. Those implementing acts shall be adopted in accordance with the examination procedure referred to in Article 24(2) [NIS2].’
[bookmark: _Toc214469097]Article 10 Repeals and transitory clauses
[bookmark: _Toc214469098]1. Regulation 2019/1150/EU is repealed with effect from [date = entry into application of this Regulation].
[bookmark: _Toc214469099]2. By way of derogation from paragraph 1, the following provisions shall continue to apply until 31 December 2032:
(a) Article 2, point (1);
(b) Article 2, point (2);
(c) Article 2, point (5);
(d) Article 4;
(e) Article 11;
(f) Article 15.
[bookmark: _Toc214469100]3. The following acts are repealed, with effect from [Date, aligned with the entry into application of the amendments]:
a) Regulation (EU) 2022/868;
b) Regulation (EU) 2018/1807;
c) Directive 2019/1024.
[bookmark: _Toc214469101]4. References to Regulation (EU) 2022/868, Regulation (EU) 2018/1807 and Directive 2019/1024 shall be read in accordance with the correlation table set out in Annex I of this Regulation.
[bookmark: _Toc214469102]Article 11 Final provisions
This Regulation shall enter into force on the third day following that of its publication in the Official Journal of the European Union.
Deviating from paragraph 3, Article 5(2) shall enter into application 6 months after the publication in the Official Journal of the European Union.
Article 3(8), points (a) to (c), Articles 6 (2) and (3) and 7 to 9, shall enter into application 18 months from the entry into force of this Regulation. Deviating from the first sentence, where the Commission finds in its assessment pursuant to Article 23a(7) [NIS2] that the single-entry point does not ensure the proper functioning, reliability, integrity or confidentiality, the obligations to report via the single-entry point set out in Article 23(4) [NIS2], Article 19a (1a), Article 24 (2a) and Article 45a (3a) of [eIDAS], Article 33 (1) [GDPR], Article 19(1) and 19(2) [DORA], and Article 15(1) [REC] shall enter into application 24 months from the entry into force of this Regulation.
This Regulation shall be binding in its entirety and directly applicable in all Member States.
****************** [end of document] ****************************************************************
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